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Abstract 

This research proposes a power competent multi-path direction-finding strategy for 
WSNs. The character of sensor nodes through restricted batteries and incompetent protocols are 
primary restrictive factors for sensor association longevity. This research tries to extend a better 
direction-finding method that could be used in a WSN. The projected protocol's most notable 
accomplishment is the diminution of disproportionate overhead commonly encountered in the 
majority direction-finding etiquettes by adopting predetermined clustering and minimizing the 
quantity of CH transforms with the use of fixed CHs, including idle CHs. According to the 
performance analysis, reducing overhead significantly lengthens sensor node lifetime because 
energy-efficient protocols can reduce sensor node power consumption. As a consequence, 
scalability of a WSN can be augmented. The use of transmit nodes also has an optimistic effect 
on power indulgence in networks. 
Keywords: Wireless sensor network, Path selection, Energy efficiency, Data Transmission, 
Network lifetime. 
 
1. Introduction 

WSN containing numerous sensor nodes are used to perceive ecological or corporal 
circumstances such as warmth, luminosity, noise, anxiety, quivering, and electromagnetic fields 
greater than a vicinity of attention [1]. Sensor nodes typically include individual or supplementary 
sensors, a wireless communiqué mechanism, such as a broadcasting trans-receiver, a computing 
component, and a battery for energy. Since its preamble, WSNs have been regarded as an 
energetic study area since they may endow with a wide range of Wireless Sensor Network 
appliances in various fields. WSNs were originally designed for military uses such as battlefield 
surveillance, but they swiftly expanded to include health industry, habitat surveillance, ecological 
monitoring, traffic monitoring, home computerization, catastrophe reprieve, and elegant cities 
[2]. 

Especially for surveillance appliances, large numerals of sensor nodes are placed over 
vicinity to detect a convinced event. The sensor node detects an event and reports it to the pedestal 
situation [3]. Base locations are the opportunities between ending customers and sensory nodes, 
and they are measured distinct apparatus of WSN. Evaluated to sensory nodes, they have higher 
communiqué possessions, processing capacity, and power. The supremacy expenditure 
constraints of sensory nodes have a significant collision on the lifespan of a sensory set of 
connections[4].  
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Characteristically, each sensor node's power source is restricted, and the nodes devour 
power while sensing, dispensation, and communicating data. The sensory and dispensation 
components use less power than the communiqué component. In the existing works, different 
communiqué and direction-finding protocols for WSNs have been devised [5]. The network 
lifespan is an significant metric for evaluating the concert of WSNs or WSN protocols. If sensory 
nodes broadcast their detected information unswervingly to base locations, the remoteness 
between them has the greatest impact on energy consumption. With undeviating communication, 
the sensory node that is not connected to base locations may rapidly exhaust its batteries and fall 
short [6]. 

With this category of information collecting, sensor network's life span will be limited. 
WSN sensors are becoming better and more complicated as a result of recent advancements in 
micro electro mechanical systems technology, making them viable for use in sophisticated 
applications. Sensory nodes are typically outfitted with multiple media devices such as cameras, 
which may retrieve movies, photos, and audio streams [7].  

Multiple media information has high QoS requirements, whereas sensory nodes in 
Wireless Sensor Network have imperfect reminiscence, dispensation capability, and authority 
and communication bandwidth [8]. As a result, meeting the rigorous QoS demand for multimedia 
data requires a significant amount of energy. Nevertheless, if the sensory nodes fail soon, the 
requisite Quality of Service and set of connections presentation will not be attained. Thus, a cost 
effectual apparatus is required to ensure reasonable network duration, resulting in the fulfillment 
of the appropriate QoS. WSN has a wide range of possible applications, including battleground 
supervision, real-time irrigate channel surveillance, objective tracking, ecological surveillance, 
farming monitoring, catalog organize, health surveillance, and biological management [9]. 

Undeviating information transmission allows the resource node to communicate 
unswervingly with the intention node. Nevertheless, this is not always the case. The majority 
prevalent method of information transport is roundabout. In indirect information transmission, 
information is sent from the resource to the target via single or supplementary intermediary nodes 
[9]. 

This strategy raises various concerns because the forwarding propensity of the mediator 
nodes is unknown, and the sensory node may be malevolent. This influences the velocity, 
steadiness, and steadiness of information transfer. Therefore, each and every variable must be 
measured to guarantee protected information transmission. Regardless of its plentiful 
compensations, such as self-determination, self-motivated topology, short outlay, and ease of 
exploitation, IOTN is still limited by power, reminiscence, and computation [10]. 

Energy restriction is the most pressing issue that must be addressed. The sensory nodes 
power is utilized by three components: sensing, dispensation, and announcement. 
Communication is the majority power intensive of these functions [10]. Direction-finding is the 
majority power intensive process in sensor communication. Because IOTN uses self-motivated 
topology, it is challenging to determine pathways from resource to target. In adding together, 
IOTN actively participates in a variety of real-time applications. As a result, the routing method 
must demonstrate reasonable data transfer times and improved consistency. These essential 
necessities must be met with negligible power consumption. 
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Section one of this research article presents a brief overview of WSNs. WSNs have been 
used in a number of active research projects, as stated in the second section. Part three featured a 
thorough overview of the proposed methodology, the proposed model's operation, and the 
comparison metrics. The fourth section compares the proposed model to some of the existing 
approaches in this WSN. The fifth and last section, the conclusion, addresses WSN's potential 
and expectations, as well as future study information. 
 
2. Review of Related Literature 

Regardless of the multiple benefits acquired by IOTN, the primary problem is the power 
constraint. In nearly everyone real time appliances, sensory nodes are positioned in uncongenial 
environments to sense and analyze information. As a result, it is unable to revitalize or reinstate 
the sensory contents on a regular basis, perhaps causing a node to die prematurely. This can only 
be avoided by making efficient use of the obtainable power. The quantity of power utilized is 
inversely related to period of the association will be operating. There are numerous approaches 
to diminish power usage, and this exertion spotlight on implementing a power efficient and 
protected direction-finding architecture. Routing requires the most energy of any of the 
procedures required in sensor operation. As a result, the authors present a power efficient and 
reliable routing policy for IOTN. The authors investigated the usage of the huddle sculpt to 
achieve the ambition of power competence [11].  

Contained by this archetype, the Cluster Head is in indicting of coordinating the 
operations of the CM sensory nodes. The Cluster Head changes over a certain time epoch. This 
method, the power of the sensory nodes is used in an evenhanded manner, and the power 
utilization prototype remains steady. When a resource node desires to send a communication to 
a target node, the suggested technique precedes several pathways from the resource to the target. 
In adding together, the client can indicate the required level of dependability in the path. The 
itinerary with highest dependability is chosen from among the many options shown. As a result, 
these exertions believe the sensitive nature of the information and add a minor worry about 
information protection. Consequently, these efforts spotlight on power competence, the 
dependability of the directions, and a minor apprehension about information protection [11]. 

Novelist research focuses on WSNs with densely deployed sensor nodes to reduce 
redundant transmission and improve load balancing. The sensory nodes installed in the 
association region are relevance specific. As a result, data conveyed by sensor nodes in the same 
application across short remoteness is extremely interrelated, leading to superfluous sensing. This 
superfluous information leads to wasteful data transfer, which lowers network performance. This 
article judges sensory nodes with diverse power and information velocity that have many 
haphazard levels, akin to TEAR. It indicates that the quantity of information transmitted by the 
sensory nodes depends on the node's transmission velocity. As a result, the sensory node hearsay 
information at varying communication rates. Sensory nodes with elevated information rates 
report more messages per round than sensory nodes with stumpy information rates [12].  

This causes jagged power debauchery in the network. To overcome this problem the 
projected ETASA used the notion of combination, in which two or additional sensory nodes in 
secure propinquity and serving the identical relevance form pairs for information sensing and 
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broadcast. The harmonizing nodes switch between snooze and awaken mode reliant on power 
and interchange rate. ETESA's snooze-awake procedure serves two functions. At the start of the 
set of connections maneuver, the paired sensor nodes switch flanked by snooze and wakeful mode 
using a round-robin cycle comparable to SEED. After one encircling of information diffusion for 
every node amongst the paired nodes in the set of connections, the sensory nodes alternating 
between snooze and wakeful mode based on their power and information transmission velocity, 
to evade the premature demise of nodes with towering interchange rates [12].  

The Cluster Head assortment is based on a possibility defined by the node's power, squat 
interchange, and the numeral of pairings. This selection strategy improves consignment 
complementary by avoiding choice of secluded nodes for the Cluster Head position. As a 
consequence of the Cluster Head assortment, each sensor node joins the CH with the closest 
proximity. In unadventurous TDMA, Cluster Head disperse moment slots to CMs based on the 
quantity of sensor nodes in a group. As a result, every node in a group ought to wake up through 
its designated instance gap, constant if it has no information to transmit to Cluster Head. This 
causes inactive maneuver flanked by the associate node and the current Cluster Head during this 
instance, resulting in energy loss. We adapt the standard TDMA by distributing slots to CMs 
based on the quantity of paired clusters and inaccessible nodes inside the group to diminish the 
span of inoperative procedure of current Cluster Head and CMs to diminish power utilization 
[12]. 

The authors devised the power conscious multi-hop direction-finding procedure (EAMR), 
which communicates flanked by a sensory node and a pedestal station via fixed clusters. When a 
sensory node is assigned to a group in EAMR, it remains an associate of that group for the 
duration of the association’s lifetime. Goal of utilizing permanent grouping is to eliminate the 
power utilization transparency required to build innovative groups after each communication 
encircling, which is a standard practice for the largest part of Wireless Sensor Network related 
routing algorithms.  

Underneath the EAMR, groups near the pedestal location communicate composed 
information to the pedestal location unswervingly via their CHs. On the supplementary, the 
remaining CHs send their acquired information to communicate nodes for multi-hop 
communication to the pedestal location. The use of the multi-hop technique not merely improves 
the scalability of procedures like LEACH and related derivatives, but it in addition reduces 
generally communiqué power from a sensory node to the pedestal location by shortening 
intermediate data transmission distances [13]. 

The EAMR methodology comprises two key phases: setup and stable-state. Throughout 
the arrangement segment, fixed groups are assembled by selecting the preliminary CHs, verdict 
the group memberships of every outstanding sensory nodes, and choosing the preliminary 
transmit nodes. During the stable-state segment, each CH begins to accumulate information from 
its individual group for conduction to the pedestal location, whichever unswervingly or 
circuitously via the convey nodes. In addition to information gathering and communication, CH 
and transmit node revolutionize decisions are prepared during the stable-state period as desirable 
[13]. 

Authors proposed that the HSVN system be made up of vehicular nodes and two types of 
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wayside nodes: sensory nodes and roadside units, which are installed on both elevations of a road. 
Sensory nodes are distributed densely connecting two contiguous RSUs. Authors believe that 
mutually sensory nodes and RSUs presume the equivalent responsibility: gathering information 
from the surroundings and transmitting it to the descend via transitory vehicles, which are 
designated transmit nodes [13].  

Additionally, every sensor node in the association has an IEEE 802.15.4 boundary that allows 
it to communicate with pavement nodes as well as passing automobiles. Furthermore, RSUs and 
vehicle inbounded nodes share two communiqué interfaces. The IEEE 802.11p boundary, which 
is dedicated to ad hoc communiqué between cars, and the ZigBee interfaces for association with 
sensory nodes [14]. 

In general, set of connections bereavement in WMSN can be connected with different 
discontinue criterion, such as the primary node bereavement, the proportion of deceased nodes, 
or the quantity of deceased nodes beyond a threshold where direction-finding to the descend node 
is no longer viable, resulting in isolated sub-networks. To address this isolation issue, options 
such as superfluous nodes are engaged. This strategy mitigates the impact of trailing certain nodes 
due to battery fatigue or set of connections partitions. As a result, the network's life span is 
extensive. Nevertheless, the network can motionless be termed deceased if a certain proportion 
of deceased or disengaged nodes are met [14]. 
 
3. Methodology 
3.1. Methodology Design 
 The proposed model is an improved design that determines the shortest path with the most 
energy efficient way to transfer data from the resource to the target by utilizing the route indicated 
by the cluster head, i.e. CH. Once the data transmission request is received from the source node, 
the cluster head selection process will declare the CH using the instructions specified in 3.2.1. 
When the CH is proclaimed, it will determine the quickest route and establish a data transmission 
path with high energy level nodes, as shown in 3.2.2. Once the CH is selected and the data 
transmission path is declared, the data will be transported from the source node to the destination 
node. Figure 01 depicted the suggested model's data transmission-related information.     
 
3.2. Procedure 
3.2.1. Cluster Head Selection Algorithm 
Begin 

Search for the nodes 
Choose the >90 energy level nodes 
Encircle the nodes with up to 25 nodes 
Select any three nodes randomly which are having >90 energy level 
 Declare any one of the node from three nodes as CH  
Idle the remaining two nodes as idle CH  
Fix the selected node and declared it as CH 
If the CH crashed due to any reason  
Pick and Fix the highest energy contain as next CH from the idle CH 
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End 

 
Figure.01 Proposed Methodology Design  

 
3.2.2. Routing Algorithm 

 
3.3. Comparison Metrics: 
3.3.1 Average Latency 
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The impediment in set of connections communiqué is notorious as network latency. It 
displays how long it takes for information to travel transversely a set of connections. High latency 
networks are those that have a superior impediment or lag, whereas squat latency networks 
counter speedily. The time that needs to pass between beginning at the source and reaching the 
destination is included in when determining the standard latency of information communication 
from the resource to the target node. Reducing the latency duration to the very minimum is 
essential. 

 
3.3.2 Packet Delivery Rate 

The total quantity of packets that are effectively distributed to the intention node alienated 
by the entire quantity of packets that were initially sent is known as the PDR. To determine the 
Packet Delivery Rate, divide the total number of packets sent by the number of successfully 
received packets, then multiply the result by 100 to obtain a percentage. A typical routing method 
must demonstrate that the packet delivery ratio is reasonable and that it is as high as is practical.   
 
3.3.3 Packet Loss Rate 

The number of sent packets less the number of received packets during a given period of 
time is known as the packet loss rate. Usually, network congestion or data transmission 
mistakes result in packet loss. The number of packets lost in relation to the total number sent is 
known as the packet loss rate, and it is given as a percentage. 

 
3.3.4 Energy Efficient Analysis 

The term "energy-efficient networking" describes the planning, setting up, and 
maintaining of network infrastructures and protocols with the goal of lowering the energy usage 
of data centers and network devices.  By evaluate the amount of productivity an application 
produces with the quantity of power it uses to manufacture it, the energy efficiency of a device 
may be evaluated and determined. Based on how long it has been since the simulation started, an 
estimate of the power utilization of the sensory nodes is made. The quantity of energy that remains 
accessible in the sensory nodes after a predetermined quantity of instance is expressed in joules. 

 
3.3.5 Network Life Time Analysis 

The period of time from network deployment to the point at which the network stops 
working (for example, when a certain number of nodes fail or the network splits) is known as the 
network lifetime. The lifespan can be defined as the total of the outstanding power of all the nodes 
in the set of connections if the total outstanding power level in the set of connections is more 
significant than the power collapse in a single node. The best way to increase energy efficiency 
depends on how network lifespan is defined. The network's lifetime is assessed in relation to the 
length of time it spent in simulation. The set of connections will have more time to operate as 
intended when the sensor's lifespan increases. The life span of the set of connections is 
unwavering by adding up all of the nodes that have been vigorous during an unambiguous epoch 
of time. The lifespan competence increases as the quantity of full of zip nodes in the set of 
connections augments. 
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4. Results and Discussions 

 
Figure.02 Average Latency 
Table.01 Average Latency 

Models 0 25 75 125 175 200 
CS 16 19 23 24 25 26 
CS+HS 11 13 15 17 20 24 
FR 8 9 10 11 15 16 
RP  6 8 9 10 11 12 
Proposed 5 7 8 9 10 11 

 
 

Table 01 and figure 02 illustrates the comparison between the projected representations 
with the already presented model for average latency. It demonstrates that the projected 
representation is improved than the already presented method in the Average latency.    
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Figure.03 Packet Delivery Rate 

 
Table.02 Packet Delivery Rate 

Models 0 25 75 125 175 200 
CS 100 88 87 87 86 81 
CS+HS 100 94 92 91 89 86 
FR 100 98 96 94 93 91 
RP  100 99 97 96 95 94 
Proposed 100 99 98 97 96 95 

 
Table 02 and figure 03 illustrates the comparison between the projected representations 

with the already presented model for PDR. It demonstrates that the projected representation is 
improved than the already presented method in the Packet Delivery Rate.    
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Figure.04 Packet Loss Rate 

 
Table.03 Packet Loss Rate 

Models 0 25 75 125 175 200 
CS 0 12 13 13 14 19 
CS+HS 0 6 8 9 11 14 
FR 0 2 4 6 7 9 
RP  0 1 3 4 5 6 
Proposed 0 1 2 3 4 5 

 
Table 03 and figure 04 illustrates the comparison between the projected representations 

with the already presented model for Packet Loss Rate. It demonstrates that the projected 
representation is improved than the already presented method in the Packet Loss Rate.    
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Figure.05 Energy Efficient Analysis 

 
Table.04 Energy Efficient Analysis 

Model 100 150 200 250 300 350 400 450 500 
CS 0.4 0.41 0.43 0.45 0.48 0.52 0.57 0.6 0.7 
CS+HS 0.3 0.35 0.39 0.45 0.47 0.5 0.51 0.53 0.55 
FR 0.1 0.13 0.15 0.17 0.24 0.27 0.29 0.3 0.32 
RP  0.1 0.11 0.13 0.15 0.22 0.25 0.27 0.28 0.3 
Proposed 0.1 0.1 0.11 0.14 0.2 0.22 0.24 0.26 0.28 

 
Table 04 and figure 05 illustrates the comparison between the projected representations 

with the already presented model for Energy Efficient Analysis. It demonstrates that the projected 
representation is improved than the already presented method in the Energy Efficient Analysis.    
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Figure.06 Network Life Time Analysis 
Table.05 Network Life Time Analysis 

Models 0 100 150 200 250 300 350 400 450 500 
CS 200 200 195 191 189 187 185 180 175 170 
CS+HS 200 200 197 194 192 190 189 185 182 180 
FR 200 200 199 196 195 193 191 190 183 181 
RP 200 200 200 197 196 194 193 192 185 182 
Proposed 200 200 200 199 198 197 196 194 186 184 

 
 
Table 05 and figure 06 illustrates the comparison between the projected representations 

with the already presented model for Network Life Time Analysis. It demonstrates that the 
projected representation is improved than the already presented method in the Network Life Time 
Analysis.    

 
5. Conclusion and Future Enhancement 

The path selection system presented in this research study takes into account both the sensitive 
nature of the data to be moved from the source node to the destination node and the reliability of 
the path. Since some data is extremely sensitive, there's a possibility that it will be changed or 
removed while routing is taking place. There could be malicious and trustworthy nodes on every 
path. The path with hostile nodes present is not a preferable option for extremely sensitive data 
since the malicious nodes may engage in undesired actions. In light of this, this paper suggests a 
method for choosing a path that lets the user determine the path's expected energy score.  The 
path that meets the desired energy score is once more filtered in relation to its length. A CH 

155

160

165

170

175

180

185

190

195

200

205

0 100 150 200 250 300 350 400 450 500

N
um

be
r 

of
 n

od
es

Simulation time (S)

CS CS+HS FR RP Proposed



ISSN:2731-538X | E-ISSN:2731-5398 
Vol. 18 No. 01 (2024) 

 
 

 
 
 
 

 
1222  

 

handles every step of these procedures to save energy. This concept maximizes the network's 
lifetime while preserving energy. Future work on this project aims to expand with various path 
selection models for various information transmission purposes, which will provide the necessary 
degree of data security. 
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